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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
References

[1]

3GPP TS 28.533: “Management and orchestration of networks and network slicing; Management and orchestration architecture (Release 15)”

[2]

3GPP TS 28.530: “Management and orchestration of networks and network slicing; Concepts, use cases and requirements (Release 15)”

3
Rationale

Clause 4.9 discusses the managed objects that are associated with network slicing, however the text is not needed in the TS. Service which are supported by network slices is well captured by the use cases. However, it is not the intention to describe services as managed or information object classes. The other entities mentioned are or will be described as managed or information object classes (e.g. NSI, NSSI, PNF and VNF) or there are or will be information or managed object classes related to entitites (e.g. network, resources) network slice instance. 
It is proposed to remove section 4.9
4
Detailed proposal
First change.
44.8
Roles related to network slicing management
In the context of next generation networks, responsibilities regarding operations have to be clearly defined and assigned to roles. The roles related to network slicing management include:

-
Communication Service Customer (CSC): Uses communication services.

-
Communication Service Provider (CSP): Provides communication services. Designs, builds and operates its communication services. The CSP provided communication service can be built with or without network slice. 
-
Network Operator (NOP): Provides network services. Designs, builds and operates its networks to offer such services.

-
Network Equipment Provider (NEP): Supplies network equipment to network. For sake of simplicity, VNF Supplier is considered here as a type of Network Equipment Provider. This can be provided also in the form of one or more appropriate VNF(s).

-
Virtualization Infrastructure Service Provider (VISP): Provides virtualized infrastructure services. Designs, builds and operates its virtualization infrastructure(s). Virtualization Infrastructure Service Providers may also offer their virtualized infrastructure services to other types of customers including to Communication Service Providers directly, i.e. without going through the Network Operator.

-
Data Centre Service Provider (DCSP): Provides data centre services. Designs, builds and operates its data centres.

-
NFVI Supplier: Supplies network function virtualization infrastructure to its customers.

-
Hardware Supplier: Supplies hardware.
 Depending on actual scenarios:

-
each role can be played by one or more organizations simultaneously;

-
an organization can play one or several roles simultaneously (for example, a company can play CSP and NOP roles simultaneously).

[image: image1.png]E.0: End user,
Small & Medium Entreprise,
Large entreprise,
Vertical,
Other CSF, etc.

‘Communication
Service Customer

Client

Provider

Communication
Service Provider

Client

Provider

Network Operator

Client

Client

Virtualization

Provider

Client

Provider

NetworkEquipment Provider
{incl. VNF Supplier)

InfrastructureService

Provider
Client
Provider
EE—
Data CenterService

Client

Provider

Provider

- J

Provider

NFVISupplier

Hardwaresupplier





Figure 4.8.1 High-level model of roles







5
Business level requirements

5.1
Requirements

End of change.
